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THE INS AND OUTS OF PRIVACY

1. What are the risks of a public account (as opposed to a private account)?

a. Easier to be hacked
b. Easier for someone to be abusive to me, or a predator to approach me
c. Easier for someone to learn information about me and my life, family, pets
d. All of the above

2. Which of these websites is encrypted and therefore safer:

a. https://www.takealot.com
b. http://www.freerobloxmerch.com

3. What is the difference between personal and private?  

a. ________ is something you like, but isn’t unique to you (favourite YouTube show)
b. ________ is something unique to you (ID or cell number)
c. They’re both the same

4. What are data points?

a. They’re just links
b. That’s how much it costs to be online
c. These are the details about you online which big companies collect, like your age, where you live, what you like, and what you click on
d. Data points are when you get prizes on a website

5. What do these data points tell companies like Snapchat, Instagram, TikTok?

a. They know information about you
b. They know the things you like to look at or read
c. They know what you might like to buy, or what you might stop to read
d. All of the above.

6. When the social platform sends me posts, Reels, Stories or videos, they do by sending me things they think I will like based upon what I clicked on. This clever technology is called:
7. 
a. An AlcoPop
b. An algorithm
c. The brain of the internet
d. A Victim.

8. Because of my data points, and the things I click on, I will:

a. Get more of the same type of things I clicked on
b. Be served adverts based on the things I click on, as they hope I will buy something
c. Be influenced by what I read, because of what posts are served to me in my feed
d. All of the above

9. I can change what I get in my social media feed, if I decide to:

a. Click on something different – look at other posts, and not the same people and the same type of photos or videos all the time
b. Follow other accounts and not the same type of people/influencers/gamers.
c. I can request not to see this type of post by clicking the three dots next to the post.
d. All of the above

10. How long should your password be?

a. Doesn’t really matter
b. More than 10 characters (letters) - at least – with a number and a question mark too
c. Just ignore it, because it doesn’t affect you.

11. Should you just have one password that you use for everything?

a. Yes, it’s easier to remember
b. No, because if that gets hacked they can open all of my accounts 

12. Who should you share your password with, at least up until the age of 13?

a. No one, keeping things secret is better
b. My parents, they have my best interests all the time, and look after me
c. My best friend, they would never break my trust
d. My teacher, they know what to do most of the time

13. How can you spot clickbait?

a. It’s not easy to spot
b. The headline or image sounds crazy or really catches my attention
c. It’s offering something great, often for free
d. All of the above

14. Because someone online has a profile picture and a name, does that mean it’s definitely them?

a. Yes, of course it’s them
b. No, they could have borrowed the photo, and are trying to catfish me by pretending to be someone else
c. I don’t know

15. Should you use your real name and photo on your profile?

a. No, it shows strangers I’m a kid! That invites them to try and make contact
b. I don’t know
c. Yes, I want my friends to know it’s me 

16. If you aren’t sure about how safe you are, who should speak to, to help set your device up?

a. No one, it’s best to tell no one
b. My teacher
c. My parents
d. My best friend

17. When you’re gaming and someone is abusive to you, because they are connected to you – they game with you or are a friend or follower – does that have any effect on you?

a. No, it’s normal and I don’t care so it doesn’t affect me
b. I’m not sure
c. Yes, because deep down I know that someone being rude, swearing or abusive isn’t normal (it doesn’t happen in a shopping mall, for example) and isn’t good for anybody 
d. I love it, and so I want to fight them back, and get revenge – even though I am then also a part of the problem of abusive rude people who just keep this bad and mean behavior going

18. If you are not sure of something online, maybe a person who is making contact or wants to game with you, or a link to a website, or a news story, what should you do?

a. Ask yourself why you weren’t sure – why did you get that feeling?
b. Decide to leave it, not click the link, or avoid the chance to connect
c. [bookmark: _GoBack]Be an investigator and see if you can spot any signs of why you were concerned? Maybe check to see who they are friends with, or ask why you cant see their face, or hear their voice,?
d. All of the above





WELL DONE!





